
	Paperless Trading Individual Action Plan



	Objective

Taking into account diverse legal and regulatory frameworks in the region, APEC member economies should endeavor to reduce or eliminate the requirement for paper documents needed for customs and other cross-border trade administration and other documents and messages relevant to international sea, air and land transport, where possible, by 2005 for developed and 2010 for developing economies, or as soon as possible thereafter.



	Guidelines

Recognizing the enormous potential of paperless trading to expand business opportunities, reduce costs, increase efficiency, improve the quality of life and facilitate the greater participation of small business in global commerce, each APEC economy will:

(a) Establish a timetable for reducing or eliminating paper documents related to international trade.

(b) Provide a favorable environment, including through establishing a sound legal and regulatory framework, for the delivery of paperless trading systems

(c) Ensure that measures to replace paper documents for cross-border trade administration with electronic equivalents are media and technology neutral, secure and interoperable with and between all parties involved in the international supply chain of goods and services, 

(d) Note the important role the business sector plays in providing and using electronic commerce technology, applications, practices and services, and

(e) Co-operate with and enhance the capability of other APEC economies to implement paperless trading systems.

Collective Actions
APEC Economies may take Collective Actions relating to paperless trading in areas to be agreed. 



	Executive Summary - The U.S. Approach to APEC's Paperless Trading Goals

· As ICTs continue to be a key driver of economic growth, it has become increasingly obvious that by adopting paperless trading initiatives designed to use new technologies to automate and streamline customs activities, both government and businesses will be in a better position to capitalize on the growth in trade promised by the digital economy.  
· The United States, for this reason, is highly supportive of the APEC Initiative on Paperless Trading, and is putting tremendous effort into creating a paperless trading environment within its borders.
· The 1993 Customs Modernization Act directed the U.S. Customs and Border Protection (CBP) to improve its ability to enforce laws and rules in an automated environment.  In response to this direction, CBP has created the Customs Modernization Program to improve efficiency and increase effectiveness and reduce costs for CBP and all of its communities of interest.  The ability to meet these objectives depends heavily on successfully modernizing CBP business functions and the information technology that supports those functions.
· The initial thrust of the Customs Modernization Program focuses on trade compliance and the development of the Automated Commercial Environment (ACE).  ACE will replace the current trade import processing system, the Automated Commercial System (ACS).   ACS uses obsolete computer technology that has become increasingly inadequate in meeting the demands of the expanding international trade environment.  ACE will revolutionize how CBP will process goods imported into the United States by providing an integrated, fully automated information system to enable the efficient collection, processing, and analysis of commercial import and export data.  ACE will simplify dealings between CBP and the trade community by automating time-consuming and labor-intensive transactions, and by moving goods through the ports and on to markets faster and at lower cost.
· In February 2003, the United States introduced to APEC the most significant customs modernization program in history – The Automated Commercial Environment (ACE).   ACE will revolutionize the processing of goods imported into the United States.  Through the implementation of ACE’s integrated, fully automated information system, import and export data will be collected, processed, and analyzed more efficiently than ever before.  Through ACE, CBP plans to replace excessive and burdensome import procedures with a streamlined process, bolstered by better coordination among government agencies, and between CBP and the trade community. 

· The benefits of ACE will include reduced data entry, financial processing and paper handling, and increased access to data.  The cutting-edge technology in ACE will increase functionality, streamline processes and generate billions of dollars in government and trade benefits.  ACE will bring the CBP import system up to current world standards, and is being designed to be flexible and adaptable so it can change as business needs fluctuate or as new technologies become available.
· The transformation of the United States’ commercial ports of entry is grounded in the four major business functions of ACE: 1) the ACE Secure Data Portal; 2) Account Management; 3) Cargo Processing; and 4) Border Security.  Delivery of ACE functions began in February 2003, and subsequent progress has been steady.  

· Increment one, completed in early 2004, functionality includes: Production of a secure Web portal; improvement in capabilities for trade accounts; creation of a reference information database; improvement in capabilities for the automated truck manifest system; implementation of a preferred release mechanism for truck shipments; consolidation of inspection; and, provision of an initial account-based revenue functions.
· Increment two, completed in early-2005, functionality includes: Expansion of trade accounts to all trade types; initial automation of non-release entry processes; provision of a standard release process for truck shipments; creation of an IPR database; addition to account-based revenue functions; production of an integrated interface for import declaration data; production of an integrated manifest for all modes of transportation; implementation of processes for all modes of transportation; implementation of initial tracking of in-bond conveyances; and, automation of administration of license, permits and certificates.
· Increment three, completed in Third-Quarter 2005, functionality includes: Automation of AD/CVD processing; automation of visa and quota management; automation of the evaluation of importer bond sufficiency; expansion of content in the reference information database; completion of all entry summary and liquidation capabilities; and, production of trade statistics and reports.
· Increment Four, completed in Third-Quarter 2005, functionality includes:  Completion of automated export processes, including AES capabilities and automated drawback, inter-modal manifest, mail release, cargo and conveyance tracking capabilities and full account-based revenue capabilities.
· The National Customs Automation Program (NCAP) is part of the first increment, and was designed as a prototype to demonstrate the modernization functions in ACE.  NCAP will allow account holders to view integrated data for their account information from multiple system sources.  It will enable CBP and account holders to interact via newly created account portals, which will have the ability to access, manage and disseminate information in an efficient and secure manner.  Participants in this test will eventually have the opportunity to use the account management functions, such as account access to their profile and transactional data, via the Web portal.  Eventually, the account owner will also have the option to delegate portal access.  In the initial phase of the test, program participants will only have access to static data and basic account profile information necessary to establish an account.  In the later stages of the test, participants will have access to more extensive operational transaction data through the Web portal.
· The International Trade Data System (ITDS) is a U.S. government information technology initiative designed to implement an integrated Federal government-wide system for the electronic collection, use and dissemination of international trade data. The ITDS was chartered in September of 1995 under then Vice President Gore's memorandum, "Implementing the International Trade Data System" (September 15, 1995), and was reaffirmed in the Government Information Technology Services Board report, "Access America: Reengineering Through Information Technology" (February 1997). 

· The ITDS system will facilitate information processing for businesses and the U.S. government agencies involved in international trade. When importing or exporting, traders are required to submit information to appropriate trade agencies to enable those agencies to determine, for example, the legal admissibility of imported merchandise, the duty applicable to imported merchandise, the safe or unsafe condition of a truck intended to be used on U.S. highways, or whether food products are safe for consumption. Currently, traders are required to provide this information to each individual trade agency using a variety of different automated systems, a multitude of paper forms, or a combination of systems and forms.  With ITDS, traders will submit standard electronic data for imports or exports only once to ITDS. Then, ITDS will distribute this standard data to the pertinent Federal agencies that have an interest in the transaction for their selectivity and risk assessment. Thus, the ITDS system will serve as a government data collection and distribution facility, a "single window" system through which information necessary to trade transactions can flow efficiently from traders to agencies. 
· Development of ITDS will be coordinated with the development of ACE, the broader Customs Modernization effort, and the current and future requirements of other agencies' processing systems.
· The Automated Export System (AES) is a joint venture between CBP, the Foreign Trade Division of the Bureau of the Census (Commerce), the Bureau of Industry and Security (Commerce), the Office of Defense Trade Controls (State), other Federal agencies, and the export trade community.  It is the central point through which export shipment data required by multiple agencies is filed electronically to U.S. Customs, using the efficiencies of the Electronic Data Interchange (EDI).  AES provides an alternative to filing paper Shipper’s Export Declarations (SEDs).  Under the AES, export information is collected electronically and edited immediately, and errors are detected and corrected at the time of filing.  AES is a nationwide system operational at all ports and for all methods of transportation.  It was designed to assure compliance with and enforcement of all laws relating to exporting, and to improve trade statistics, reduce duplicate reporting to multiple agencies and improve customer service.

· In June 2000, the United States Congress passed the Electronic Signatures in Global and National Commerce Act (E-SIGN), which enabled electronic transactions by (1) ensuring the legal validity of electronic signatures and contracts; (2) permitting the electronic delivery of legally-required notices and disclosures; and (3) allowing for the satisfaction of record retention requirements through electronic means.  The "General Rule of Validity" in E-SIGN establishes that "A signature contract or other record” may not be denied legal effect, validity, or enforcement solely because it is in electronic form".  E-SIGN does not otherwise affect existing contract law.

· In addition to E-SIGN, Congress has also passed the Government Paperwork Elimination Act (GPEA) so that citizens can interact with the Federal government electronically.  GPEA requires Federal agencies, by October 21, 2003, to allow individuals or entities that deal with the agencies the option to submit information or transact with the agency electronically, when practicable, and to maintain records electronically, when practicable. The Act specifically states that electronic records and their related electronic signatures are not to be denied legal effect, validity or enforceability merely because they are in electronic form, and encourages Federal government use of a range of electronic signature alternatives.
· The e-Authentication initiative, which was launched as part of the U.S. government’s E-Government Strategy, was designed to build and enable mutual trust to support wide spread use of electronic interactions between the public and government, and across government by providing common solutions to establish “identity”.



	Business and Government Documents – 2007



	Criteria


	Improvements Implemented in the past year


	Current Requirements for Paper Documents
	Timetable for implementing paperless trading
	Capacity Building Needs/Expertise

	Business to Government


	In February 2003, the United States introduced to APEC the most significant customs modernization program in history – The Automated Commercial Environment (ACE).   ACE will revolutionize the processing of goods imported into the United States.  Through the implementation of ACE’s integrated, fully automated information system, import and export data will be collected, processed, and analyzed more efficiently than ever before.  Through ACE, CBP plans to replace excessive and burdensome import procedures with a streamlined process, bolstered by better coordination among government agencies, and between CBP and the trade community. 

Considering the average daily volume of import traffic into the United States, installing ACE functions at every port of entry (land and sea) is a significant undertaking.  The United States imports more merchandise than any other country in the world.  In FY 2005 the total value of goods imported into the United States reached a new high of $1.6 trillion.  Projections for FY 2005 indicate that this number will rise above $1.8 trillion.

The transformation of the United States’ commercial ports of entry is grounded in the four major business functions of ACE: 1) the ACE Secure Data Portal; 2) Account Management; 3) Cargo Processing; and 4) Border Security.  Delivery of ACE functions began in February 2003, and subsequent progress has been steady.  


	e-Manifest
	ACE electronic truck manifest (e-manifest) processing capabilities are currently available at 80 land border ports and are scheduled to be deployed to all 99 land border ports by the end of June 2007. 

ACE e-manifest capabilities enables electronic filing of manifests, offering the trade community increased efficiency by saving valuable time at the border, reducing processing time, and offering online tracking status of trips.  In addition, CBP Officers are provided with consolidated information that will help them expedite legitimate trade while keeping America's borders secure.  

When a truck approaches the primary booth, the e-Manifest is automatically retrieved along with the matching pre-filed entries, in-bond requests, and other release declarations for the CBP Officer to view and process.  The CBP Officer will either release the truck at primary, or refer the truck to secondary for further processing.  Subsequently, the CBP processing results will be accessible via the ACE Secure Data Portal and/or returned to the EDI filer.  

ACE truck processing capabilities also enable the use of optional electronic transponders combined with a “proximity card.”  As the truck nears the border, a signal will emit from the trucker’s proximity card, allowing CBP to identify trucks and drivers and activate the retrieval of manifest and entry data for the inspector at the primary booth.

Receiving the manifest information early allows CBP and other border security agencies to pre-screen the manifest through multiple checks before the truck arrives at the port.  The receipt of e-Manifests enables CBP Officers to focus their efforts and inspections on high-risk commerce, thereby minimizing unnecessary delays for legitimate, low-risk commerce.  Requiring manifest information to be submitted electronically greatly reduces the potential for errors and improves efficiency, resulting in faster border crossings for legitimate carriers. 

CBP began requiring truck carriers to file electronic manifests (e-Manifests) at 24 land border ports on January 25, 2007.  Truck carriers entering the U.S. through the states of Washington and Arizona, and the North Dakota ports of Pembina, Neche, Walhalla, Maida, Hannah, Sarles, and Hansboro are now required to file e-Manifests one hour before reaching the U.S. border, half an hour if they are participants in the Free and Secure Trade (FAST) program.  

With the announced expansion of the mandatory e-Manifest policy to all land border ports in California, New Mexico, and Texas, effective April 19, 2007, e-Manifests will be required at all Southern land border ports.  CBP has also announced via the Federal Register that all land border ports in Michigan and New York will require the submission of e-Manifests, effective May 24, 2007.  

The initial deployments of advanced cargo processing benefit two of the United States’ largest trading partners (and two APEC members), Canada and Mexico.  Since the vast majority of U.S.-Canada and U.S.-Mexico cross-border trade moves by land, the automated truck manifests should have a significant impact on trade facilitation.

In March 2007, filing an e-manifest reduced truck processing times on average by 23 percent, or 20 seconds per truck, compared to paper manifest processing.
	CBP continues to coordinate with other federal agencies to identify requirements for ACE and to integrate agency operations into ACE design.  There are currently 30 federal agencies participating in ACE, including the Transportation Security Administration, the International Trade Administration – Import Administration, the U.S. Fish and Wildlife Service, the Federal Motor Carrier Safety Administration, the Food and Drug Administration, the Alcohol and Tobacco Tax and Trade Bureau, and the Nuclear Regulatory Commission.



	Government import and export licenses (permits)


	The Secure Data Portal

The ACE Secure Data Portal capability has been fielded, and its use by government and the trade community is growing.  Once fully implemented, the portal will provide a single location for the U.S. Government to communicate and share information with the trade community.  The portal, essentially a customized Web page, connects CBP, the trade community, and Participating Government Agencies (PGAs) by providing a single, centralized, online access point for communications and information related to cargo shipments.  Deployed in October 2003, the portal is expected to increase import and export efficiency while enhancing border security.  Through the development of collaborative tools such as the portal, ACE will help CBP provide “One Face at the Border” with “One Screen at the Border.”


	e-Manifest
	Participation in the ACE Secure Data Portal has grown significantly.  As of April 2007, nearly 7,000 accounts have been established, including nearly 900 importer accounts, nearly 600 broker accounts, and more than 5,000 truck carrier accounts.  More than 200 users from 19 PGAs also have access to entry and entry summary data through the ACE Secure Data Portal.  Non CBP officials with access to ACE are able to share information, and review the traffic and compliance records of participants.  Participating accounts can improve their communications and collaboration with CBP officials, as well as run reports to help track their own compliance and the entry of their shipments.


	The Trade Support Network (TSN) was established by CBP in 1994 to provide a forum for the discussion of significant redesign efforts for ACE. There are over 120 members of the TSN who represent the trade community, including trade associations, importers, brokers, carriers, sureties and others.  U.S. Customs has entered the phase of ACE development where timely, focused input from the trader is critical.  To focus TSN efforts, a committee structure was established, resulting in identification of key user requirements from the trade point of view.  Since May 2001, CBP has met with the Trade Support Network to further develop and refine issues surrounding ACE.




	Quarantine documentation


	CBP shares ACE infrastructure, functionality and tools with the PGA where there is commonality between the PGA and CBP’s functions.  The ITDS program   developed individual Concept of Operations documents for each of the PGAs that have interface with ACE.  PGA users are considered another class of CBP users.  The Web portal provides access to Reference and Accounts data to PGAs in accordance with agreements between the PGAs and CBP.  It allows PGAs to obtain information filed by brokers and importers before the goods arrive at the border so the PGAs can perform their agency screening and other activities.
	e-manifest
	As of April 2007, nearly 7,000 accounts have been established, including nearly 900 importer accounts, nearly 600 broker accounts, and more than 5,000 truck carrier accounts.  More than 200 users from 19 PGAs also have access to entry and entry summary data through the ACE Secure Data Portal.  Non CBP officials with access to ACE are able to share information, and review the traffic and compliance records of participants.  Participating accounts can improve their communications and collaboration with CBP officials, as well as run reports to help track their own compliance and the entry of their shipments.


	The methodology of the ACE system is being accomplished within the guidelines of the Treasury Enterprise Architecture Framework (TEAF).  Additionally, experts from U.S. Customs, the Traders, PGAs and the Federally Funded Research and Development Center (FFRDC) assisted on the guidelines of the Trade Compliance for the current import and export of operations and the desired business objectives.

	Ports and airports documentation
	Numerous U.S. Government agencies require information on shipments entering and exiting the United States.  Under the current system, importers, exporters, carriers, and intermediaries (brokers, forwarders, etc.) must submit information to each agency separately.  The process is time-consuming, costly, and inefficient.  Additionally, separate channels of communication with the trade community make it difficult for agencies to share information with each other.  The results are a longer clearance process and increased costs for government and the private sector.

Once implemented, members of the trade community will be able to submit all required standardized commodity and transportation one time via ACE, which will enable this data to be shared by Federal agencies involved in the import, export, and transportation-related decision-making process..  CBP and PGAs will then process and analyze this information, and determine whether to accept the entry, refuse it, or perform an examination or seizure.  Each PGA will access information from the same source, and will communicate through ACE’s system of agency-to-agency communication.

Electronically collecting and disseminating international trade and transportation data via ACE is expected to expedite cargo clearance.  Instead of having as many as seven different cargo release systems, CBP Officers will have access to necessary information from all relevant PGAs, creating one consolidated release system at the point of entry.  As a result, the trade community should benefit from faster, more predictable processing of their conveyances and merchandise.

  
	e-manifest
	Delivery of ACE functions began in February 2003, and subsequent progress has been steady.  

A single integrated manifest that supports all modes of transport, and streamlines all processes, gives CBP a view of all modes.

The information technology infrastructure and Web portal capabilities that are delivered will provide the foundation upon which the rest of ACE, as well as other modernization systems will be built.  A single integrated manifest that supports all modes of transport and streamlines all processes, giving CBP a view of all modes.
	

	Certificates of Origin, Standards Certification
	
	Paper documents are still required.
	
	

	Customs Documentation
	CBP has implemented a new infrastructure that will replace the existing 800 dial-up service that currently supports the trade’s interface to the Automated Commercial System (ACS) and Automated Export System (AES).  This technology is known as the Virtual Private Network (VPN) Solution.

Customs And Border Protection has developed and deployed a frame relay network, TradeNet, for external Trade Systems users.  This solution is designed for large trading partners who generate a high volume of data and it requires a capital investment by the Trade partner.  For mid to small sized companies, wishing to conduct Trade Electronic Data Interchange (EDI) transactions with CBP over the public Internet, CBP is piloting a new, low cost connectivity solution. The Trade Virtual Private Network (VPN) pilot is for new clients with no current connectivity to CBP and for all ACE, Release 4, Truck Manifest participants.  

As of April 2007, nearly 7,000 accounts have been established, including nearly 900 importer accounts, nearly 600 broker accounts, and more than 5,000 truck carrier accounts.  More than 200 users from 19 PGAs also have access to entry and entry summary data through the ACE Secure Data Portal.
Importers and brokers participating in the ACE pilot program can now view monthly statements and make monthly payments.  Payments are made via the Automated Clearing Hours electronic funds transfer system.


	Customs and Border Protection operates an efficient, flexible, modular automated system.  Our current automated system provides for exchange of information between traders, carriers, and the government using a variety of protocols and formats including UN/EDIFACT.

Automated Commercial System (ACS) – an automated information system that tracks, controls, and processes goods imported into the United States.  Qualified participants are able to file import data electronically.

The Automated Broker Interface (ABI) - is a feature of ACS that permits qualified filers to electronically transmit import data directly to CBP.  ABI is a voluntary program available to brokers, importers, port authorities, and independent service centers.  Currently, over 98% of all entries are filed through ABI and of those over 70% are paperless.  ABI expedites the release of merchandise for the trade community.  Entry summaries are electronically transmitted, validated, confirmed, corrected, and paid.  Administrative messages keep participants informed of all current information and issues.  Participants can query quota status, visa requirements, manufacturer information, and cargo release and entry summary processing status. ABI allows filers to pay multiple entries with one payment transaction through statement processing. 

Automated Export System (AES) – information gateway through with trade and government agencies may exchange export data needed to ensure compliance with export laws while also facilitating trade.

Automated Manifest System (AMS) – provides inventory control and release notification for air, sea, and rail carriers. It reduces reliance on paper documents and speed processing on manifest and waybill data.

Automated Clearinghouse permits electronic payment on customs obligations.

Established the Customs Modernization Office, which will develop the Automated Commercial Environment (ACE).

The ACE Secure Data Portal was launched with 41 importer accounts and CBP personnel supporting those accounts sharing information online.


	Export processes are fully automated as part of ACE Increment Four (3rd Qtr 2005).
	

	Land transport documentation


	CBP began requiring truck carriers to file electronic manifests (e-Manifests) at 24 land border ports on January 25, 2007.  Truck carriers entering the U.S. through the states of Washington and Arizona, and the North Dakota ports of Pembina, Neche, Walhalla, Maida, Hannah, Sarles, and Hansboro are now required to file e-Manifests one hour before reaching the U.S. border, half an hour if they are participants in the Free and Secure Trade (FAST) program.  

With the announced expansion of the mandatory e-Manifest policy to all land border ports in California, New Mexico, and Texas, effective April 19, 2007, e-Manifests will be required at all Southern land border ports.  CBP has also announced via the Federal Register that all land border ports in Michigan and New York will require the submission of e-Manifests, effective May 24, 2007
	e-Manifests 
	Effective April 19, 2007, e-Manifests will be required at all Southern land border ports..
	The initial deployments of advanced cargo processing benefit two of the United States’ largest trading partners (and two APEC members), Canada and Mexico.  Since the vast majority of U.S.-Canada and U.S.-Mexico cross-border trade moves by land, the automated truck manifests should have a significant impact on trade facilitation.



	Seamless Interface to Government
	E-Government

On February 27, 2002, the U.S. government launched the E-Government Strategy​ – a program designed as part of the President’s Management Agenda for E-Government.  The purpose of the E-Government Strategy is to provide significant improvements in the way that the U.S. Federal government provides it services, by simplifying delivery of services to citizens; eliminating layers of government management, making is possible for citizens, businesses, and other levels of government and Federal employees to easily find information and get service from the Federal government; and, streamlining government operations to guarantee rapid response to citizen needs.

One of the four main components of the E-Government Strategy is 

focused on reducing government’s burden on business by eliminating 

redundant collection of data and better leveraging e-business technologies for communication.  Part of this effort is the International Trade Process Streamlining, which will provide assistance to exporters throughout each step of the export process.
	
	E-Government
The goal of the E-Government Strategy is to significantly improve customer service by 2004.

	E-Government
All U.S. government agencies in the United States have established their own Web sites and provide on-line services to the public.  More than 60 percent of all Internet users in the United States interact with U.S. government Web sites.

In order to facilitate this use, and to make the large number of U.S. government Web sites more accessible to citizens and businesses, the U.S. government launched Firstgov.gov in 2000.  FirstGov is a one-stop, easy-to-use portal for all U.S. government online services.  Users of FirstGov can quickly find information and conduct business without needing to know which department or agency provides it. 

 SEQ CHAPTER \h \r 1International Trade Data System (ITDS)

ITDS is a U.S. government information technology initiative designed to implement an integrated government-wide system for the electronic collection, use and dissemination of international trade data. The ITDS was chartered in September of 1995, and was reaffirmed in 1997.

	
	
	
	
	The ITDS system will facilitate information processing for businesses and U.S. government agencies involved in international trade. The ITDS system will serve as a government data collection and distribution facility, a "single window" system through which information necessary to trade transactions can flow efficiently from traders to agencies. 

Development of ITDS will be coordinated with the development of ACE, the broader Customs Modernization effort, and the current and future requirements of other agencies' processing systems.

	Government import and export licenses (permits)


	 
	
	Export

The Automated Export System (AES) will achieve its goal of complete paperless reporting of export information by 2005.

Effective April 19, 2007, e-Manifests will be required at all Southern land border ports..
	Export

The AES is a joint venture between CBP, the Foreign Trade Division of the Bureau of the Census (Commerce), the Bureau of Industry and Security (Commerce), the Office of Defense Trade Controls (State), other Federal agencies and the export trade community.  It is the central point through which export shipment data required by multiple agencies is filed electronically to U.S. Customs, using the efficiencies of the Electronic Data Interchange (EDI).  

AES provides an alternative to filing paper Shipper’s Export Declarations (SEDs).  Export information is collected electronically and edited immediately, and errors are detected and corrected at the time of filing.  AES is a nationwide system operational at all ports and for all methods of transportation.  It was
 designed to assure compliance with and enforcement of all laws relating to exporting, improve trade statistics, reduce duplicate reporting to multiple agencies, and e.


	Payment of taxes and levies on traded goods and services 


	 Account Management
An important ACE feature for the business community is the establishment of modern, commercial business practices for managing transactions and revenue.  Traditionally duties and fees have been paid for each shipment.  Through account management, ACE processes periodic payment of duties, resulting in significant savings for both CBP and the trade community.  ACE revenue collection is similar to a commercial credit card payment process, with debits and credits and a net assessment on a periodic basis.  ACE is providing a complete nationwide view of all reported activity for an importer or broker, allowing members of the private sector to more easily track their expenses.  A national approach to managing import and export transactions achieves greater productivity and cost savings in processing and revenue collection.


	On July 15, 2004, importers and brokers participating in ACE’s pilot program began viewing monthly statements and making monthly payments to CBP.  Payments are being made via the Automated Clearing House
 (ACH) electronic funds transfer system.  Importers with accounts may designate brokers to pay on their behalf, and brokers may view entry summary historical data.  At inception, 6 importers paid via periodic monthly statements for a total payment of $84,000 in duties and fees. In March 2007, CBP collected $714.6 million in duties and fees (31 percent of total adjusted collections) via the ACE periodic monthly statement.  To date, CBP has collected more than 10 billion in duties and fees via ACE.
	ACE will be developed using an incremental approach.  Enhanced account management functions and periodic statement and payments will be deployed during August 2002.

Effective April 19, 2007, e-Manifests will be required at all Southern land border ports..
	Account management functionality expands from importer only to include all types of trade accounts – brokers, carriers, and sureties.  The expanded participation offers traders increased transparency into the government processes of the supply chain.

	Health Certificates


	Features that will be leveraged with FDA: 

· enhance and add data by synchronizing the manifest with the entry declaration;
· establish port actions based on screening results and improve communication with the trade community; and

· certificates of origin and  standards certification


	
	
	

	Business to Business documents e.g. Insurance certificates, Letters of Credit, Bills of Lading


	
	Paper documents are still required.
	Export processes will be fully automated as part of ACE Increment Four.
	


	Annex : Paper Documents Mandated by Government



	Documents such as the following:


	Improvements Implemented in the past year


	Currently Required Paper Documents
	Timetable for further Improvements

	Declarations by Importers to Customs and other government agencies
	Numerous U.S. Government agencies require information on shipments entering and exiting the United States.  Under the current system, traders (importers and exporters), carriers, and intermediaries (brokers, forwarders, etc.) must submit information to each agency separately.  The process is time-consuming, costly, and inefficient.  Additionally, separate channels of communication with the trade community make it difficult for agencies to share information with each other.  The results are a longer clearance process and increased costs for government and the private sector.

Once implemented, ACE members of the trade community will need to file only one time – through one source.  Importers will be encouraged to file electronically well in advance of a shipment’s arrival at the border.  CBP and all PGAs will then process and analyze this information, and determine whether to accept the entry, refuse it, or perform an examination or seizure.  Each PGA will access information from the same source, and will communicate through ACE’s system of agency-to-agency communication.

This does not mean pre-clearance, but expedited clearance.  Instead of having as many as seven different cargo release systems, inspectors will 

have access to necessary information from all relevant PGAs, creating one consolidated release system at the point of entry.  The trade community should enjoy faster, more predictable processing of their conveyances and merchandise and significant reductions in the amount of data required for CBP release, and for multi-agency processing.

Using technology similar to electronic payment devices many drivers now use to pay highway tolls, this important ACE feature will allow CBP to release vehicles, containers, and other conveyances into the United States based on electronically-filed entries and manifests, referred to as “e-Release,” that are submitted prior to a truck arriving at a port.  The technology supports electronic transponders combined with a “proximity card.”  As the truck nears the border, a signal will emit from the trucker’s proximity card, allowing CBP to identify trucks and drivers and activate the retrieval of manifest and entry data for the inspector at the primary booth.

The automated e-Release feature will minimize processing time required to service routine and repetitive shipments and provide more time to focus on inspection activities.  On the northern border, CBP has deployed the ACE automated truck manifest feature to ports in proximity to Blaine, Washington and Pembina, North Dakota.  Automated truck manifest capabilities were deployed to ports in the Detroit and Port Huron, Michigan areas in Fall 2005.  On the southern border, these capabilities have been deployed to ports in proximity to Nogales, Arizona.  The initial deployments of advanced cargo processing benefit two of the United States’ largest trading partners (and two APEC members), Canada and Mexico.  Since the vast majority of U.S.-Canada and U.S.-Mexico cross-border trade moves by land, the automated truck manifests should have a significant impact on trade facilitation.


	e-manifest
	CBP continues to coordinate with other federal agencies to identify requirements for ACE and to integrate agency operations into ACE design.  There are currently 26 federal agencies participating in ACE, including the Transportation Security Administration,

Coast Guard, Federal Communications Commission, Animal and Plant Health Inspection Service, Food and Drug Administration, International Trade Commission, Maritime Administration, U.S. Army Corps of Engineers, and the Census Bureau.



	Declarations by Exporters to Customs and other government agencies
	See above
	
	See above

	Customs Clearance for the release of goods


	See above


	
	See above

	Sanitary (Health) and Phytosanitary Certificates


	
	
	

	Dangerous Goods Reports


	
	
	

	Any other Government Documents (please specify)
	
	
	

	Invoice


	
	
	

	Payment Order


	
	
	

	Remittance Advice


	
	
	

	Debit Advice


	
	
	

	Credit Advice


	
	
	

	Purchase Order


	
	
	

	Purchase Order Response
	
	
	

	Waybill


	
	
	

	Manifest to Regulatory Authorities


	
	
	

	Forwarding Instruction


	
	
	

	Stowage Instruction


	
	
	

	Stowage Plan/Bay Plan


	
	
	

	Arrival Notice Advice


	
	
	


	Improvements in United States Approach to Paperless Trading since 1998



	Criteria


	Position at Base Year (1998)
	Cumulative Improvements Implemented to Date

	General Policy

Position


	The 1993 Customs Modernization Act directed CBP to improve its ability to enforce laws and rules in an automated environment.  In response to this direction, the CBP has created the Customs Modernization Program to improve efficiency and increase effectiveness and reduce costs for CBP and all of its communities of interest.  The ability to meet these objectives depends heavily on successfully modernizing U.S. Customs business functions and the information technology that supports those functions.
The initial thrust of the Customs Modernization Program focuses on Trade Compliance and the development of the Automated Commercial Environment (ACE).  The Automated Commercial Environment (ACE) will replace the current trade import processing system, the Automated Commercial System (ACS).   ACS uses obsolete computer technology that has become increasingly inadequate in meeting the demands of the expanding international trade environment.  ACE will revolutionize how CBP will process goods imported into the United States by providing an integrated, fully automated information system to enable the efficient collection, processing and analysis of commercial import and export data.  ACE will simplify dealings between CBP and the trade community by automating time-consuming and labor-intensive transactions and moving goods through the ports and on to markets faster and at lower cost.

	In February 2003, the United States introduced to APEC the most significant customs modernization program in history – The Automated Commercial Environment (ACE).   ACE will revolutionize the processing of goods imported into the United States.  Through the implementation of ACE’s integrated, fully automated information system, import and export data will be collected, processed, and analyzed more efficiently than ever before.  Through ACE, CBP plans to replace excessive and burdensome import procedures with a streamlined process, bolstered by better coordination among government agencies, and between CBP and the trade community.

	Electronic certification and authentication


	In the United States, we have taken a market-based, technology neutral approach to electronic authentication issues, and do not provide any legal benefits for particular authentication technologies or methods. As much as 80 percent of all electronic commerce takes place in “closed systems”.  In these arrangements, the parties already know each other and have agreed on how they will do business with each other.  Regulatory approaches that confer legal benefits on particular technologies or methods, could interfere with these closed systems, and reduce the ability for businesses to conduct a large percentage of e-commerce.


	E-Sign

In June 2000, the United States Congress passed the Electronic Signatures in Global and National Commerce Act (E-SIGN), which enabled electronic transactions by (1) ensuring the legal validity of electronic signatures and contracts; (2) permitting the electronic delivery of legally-required notices and disclosures; and (3) allowing for the satisfaction of record retention requirements through electronic means.  The "General Rule of Validity" in E-SIGN establishes that "A signature contract or other record” may not be denied legal effect, validity, or enforcement solely because it is in electronic form".  E-SIGN does not otherwise affect existing contract law.

Government Paperwork Elimination Act (GPEA)

In addition to E-SIGN, Congress has also passed GPEA so that citizens can interact with the U.S. Federal government electronically.  GPEA requires Federal agencies, by October 21, 2003, to allow individuals or entities that deal with the agencies the option to submit information or transact with the agency electronically, when practicable, and to maintain records electronically, when practicable. The Act specifically states that electronic records and their related electronic signatures are not to be denied legal effect, validity or enforceability merely because they are in electronic form, and encourages the U.S. Federal government use of a range of electronic signature alternatives.
E-Authentication Initiative

Introduction

In 2002 the United States announced a goal to improve the trust and confidence private citizens and businesses have in their electronic transactions with U.S. Government agencies.  Achieving a higher level of comfort requires an increased level of certainty between all parties that identities are accurate, and submitted information is secure.

The E-Authentication Initiative was launched to strengthen identity security for the purpose of facilitating electronic transactions between private citizens and the U.S. Government.

It is part of the U.S. Government's overall effort to use technology to create a more responsive, efficient, and streamlined federal government.  In addition to the potential of the E-Authentication Initiative to facilitate trade and reduce transaction costs, the scope of the possible cost-savings of a successful e-government system in the United States is considerable.  The U.S. federal government purchases more than $200 billion in goods and services annually from 300,000 suppliers.  Additionally, government grants exceed $350 billion annually, and are awarded by 33 agencies managing almost 1,000 grant programs.  Federal benefits transfer $50 billion annually through Electronic Benefit Transfer to 50 million beneficiaries.

Progress

When the United States first introduced the E-Authentication Initiative to APEC in February 2003, the project was still being designed.  

The initial plan was to construct a centralized Gateway based on government specifications.  The Gateway structure would have funneled all transactions between private citizens, businesses, and the federal government through a central, government-controlled system.  This approach would have created an extra step in the process, and risked delay or blockage because of excessive traffic.  In addition, the centralized Gateway would have collected and stored a small amount of user data for audit purposes.

In October 2003, the E-Authentication Initiative decided to change technical direction and pursue a more decentralized (“federated”) framework.  The new federated approach will result in the establishment of an authentication system based on industry-established standards.  Testing of the new approach indicated that emerging industry standards in this area have reached a level of stability that makes this a viable model.  The U.S. Government can choose from over 11 different vendors that offer interoperable authentication products.  An initial list of trusted credential service providers has been established.  The new approach also ensures no central collection of user data, which is a key requirement from a privacy perspective.

 An architecture and business rules have been established, along with interface specifications.  The interface specifications detail the specific technical steps that implementers (anyone building systems that are part of e-authentication) must follow to make everything work.  These specifications can be accessed by visiting the web-site. 
  The U.S. Government is finalizing agreements with several large financial institutions, who will provide identity management services on behalf of the U.S. Government.

The White House is working with all U.S. federal government agencies to develop their plans for using the service. Each agency is now in the process of implementing this service, with the applications coming online in September 2005.

The E-Authentication Initiative has successfully launched the E-Authentication Federation, a public-private partnership that will enable citizens, businesses and government employees to access online government services using log-in IDs issued by trusted third-parties, both within and outside the government. As this ground-breaking collaboration between government and industry continues to mature, it will further improve government’s ability to deliver services to the American public and save taxpayer dollars. 

As of September 7, 2006, 17 Federal agencies have joined the E-Authentication Federation as Relying Party members, signaling their intent to make select systems available through the use of trusted third party log-in IDs. Of the 17 agencies that have joined the Federation, 14 have already launched E-Authentication-enabled online services. 

The Federation also includes six Credential Service Provider members, which issue, manage and verify the login IDs upon which the online services rely to admit end users to their sites. Federation member Credential Service Providers consist of both government agencies and commercial entities, including financial services companies. Financial services companies are able to participate in the Federation under the authority of the Department of Treasury, which is able to authorize certain companies as designated financial agents (DFA) of the government. 

The E-Authentication Federation is growing rapidly, and over the course of the next year, the E-Authentication Initiative expects to add several high-volume online services and Credential Service Providers that will greatly increase E-Authentication’s value to Federal agencies and the American public.

The Vision
Ms. Smith needs to do business with a federal program.  Ms. Smith can access this federal program in a variety of ways: directly from the agency’s website; from an online portal, such as FirstGov; or by way of a trusted credential provider.  Ms. Smith has an online relationship with Universal Bank & Trust.  The federal government trusts the Universal Bank & Trust’s electronic identity authentication process as a result of an assessment performed to reaffirm the strength of the credential.  Ms. Smith can leverage her online banking relationship to provide an assertion of her identity to the federal web application.  The federal web application uses a predetermined set of rules and policies to evaluate the identity assertion and to determine access privileges.  Ms. Smith’s interaction is greatly simplified as a result of reuse of existing credentials, saving her both time and money.

End Result

Under the Action Plan, economies were asked to employ quantitative methodologies to measure the effect on transaction costs.  For those actions and measures where quantitative analysis is not possible, the Action Plan tasked economies with providing detailed qualitative analysis explaining the selected action and its linkages to the cost of trade transactions.  Quantitative analysis cannot be performed on an initiative whose impact on trade facilitation stems from guaranteeing online user identity.  Still, the E-Authentication Initiative will reduce transaction costs by building the trust that must be an inherent part of every online exchange between businesses, citizens, and the government.
Once the E-Authentication system is in place, citizens and businesses will be able to access federal programs and services on the Internet more quickly, while enjoying a significant reduction in transaction costs.  The burden of conducting secure transactions with government will be reduced.  Additionally, by providing this service the E-Authentication Initiative will solve a major business problem by enabling secure federal electronic business processes.  Some businesses may be apprehensive about engaging in (or even refuse to engage in) efficient, low-cost electronic transactions with government agencies because of privacy concerns.  The protection of confidential information through e-authentication should therefore encourage more business-to-government online exchanges.

For government, using approved technologies and industry-established standards will reduce system development and acquisition costs.  The need for federal agencies to establish independent authentication systems will be eliminated.  In turn, business participation in federal government programs and exposure to identity verification technologies will encourage the use of these technologies in exclusively private sector (B2B and B2C) transactions.

	Capacity Building Needs


	N/A
	

	Ability to provide expertise


	
	

	Co-operation in bilateral, regional, multilateral fora


	
	

	Domestic co-ordination mechanisms


	
	

	Consultation and Coordination


	
	

	Cooperation with Business Communities


	The Trade Support Network (TSN) was established by CBP in 1994 to provide a forum for the discussion of significant redesign efforts for ACE. There are over 120 members of the TSN who represent the trade community, including trade associations, importers, brokers, carriers, sureties, and others.  CBP has entered the phase of ACE development where timely, focused input from the trade is critical.  To focus TSN efforts a committee structure was established, resulting in identification of key user requirements from the trade point of view.  Since May 2001 CBP has been meeting with the Trade Support Network further develop key issues surrounding ACE.
	Officially adopted by CBP in October 2003 and designed to provide easy-to-use access to consolidated commercial processing information, the portal is expected to increase import and export efficiency while enhancing border security.  Participating Government Agencies (PGAs) with trade and border enforcement capabilities will also eventually be able to exchange data collected through ACE.  Through the development of collaborative tools such as the portal, ACE will help CBP provide “One Face at the Border” with “One Screen at the Border.”

Participation in the ACE Secure Data Portal has grown significantly since summer.  As of August 31, 2005, there are 751 activated ACE accounts comprised of 362 importers, 192 brokers, and 197 carriers.  Several hundred CBP personnel and trade community users now have access to the portal.  CBP officials with access to ACE are able to share information, and review the traffic and compliance records of participants.  Participating accounts can improve their communications and collaboration with CBP officials, as well as run reports to help track their own compliance and the entry of their shipments.

Executives from several companies have praised ACE’s positive impact on the convenience, efficiency, and speed of international trade.  
There is a very strong interest in ACE from the trade community.  Each month numerous companies contact CBP to inquire about participating in ACE.  Information can be found at: www.cbp.gov/modernization.




� The ACH system is the primary electronic funds transfer (EFT) system used by U.S. Government agencies to make payments, and the Financial Management Service anticipates that agencies increasingly will use the ACH system to collect funds.  Information on ACH can be found at � HYPERLINK "http://www.fms.treas.gov/ach/" ��http://www.fms.treas.gov/ach/�. 


� Development of e-authentication solutions is item 2h in the E-Commerce section of the Menu.


� � HYPERLINK "http://www.cio.gov/eauthentication" ��http://www.cio.gov/eauthentication�.
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